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Section 1: Enreach Campaigns A/S’ statement  
The accompanying description has been prepared for customers who have used Enreach Campaigns A/S’ 
Flows by Enreach, and their auditors who have a sufficient understanding to consider the description along 
with other information about controls operated by customers themselves, when obtaining an 
understanding of customers’ information systems relevant to financial reporting.  

Enreach Campaigns A/S is using the subservice organisations Global Connect A/S, Digital Reality, Amazon 
Web Services and Microsoft Azure. This assurance report is prepared in accordance with the partial method 
and Enreach Campaigns A/S’ description does not include control objectives and controls within Global 
Connect A/S, Digital Reality, Amazon Web Services and Microsoft Azure. Certain control objectives in the 
description can only be achieved if the subservice organisations controls, assumed in the design of our 
controls, are suitably designed and operationally effective. The description does not include control 
activities performed by subservice organisations.  

Some of the control areas, stated in Enreach Campaigns A/S’ description in Section 3 of IT general controls, 
can only be achieved if the complementary controls with the customers are suitably designed and 
operationally effective with Enreach Campaigns A/S’ controls. This assurance report does not include the 
appropriateness of the design and operating effectiveness of these complementary controls.  

Enreach Campaigns A/S confirms that:  

(a) The accompanying description in Section 3 fairly presents the IT general controls related to Enreach 
Campaigns A/S’ Flows by Enreach processing of customer transactions throughout the period from 1 
September 2024 to 31 August 2025. The criteria used in making this statement were that the accompanying 
description:  

(i)  Presents how the system was designed and implemented, including:  

• The type of services provided  

• The procedures within both information technology and manual systems, used to manage 
IT general controls  

• Relevant control objectives and controls designed to achieve these objectives  

• Controls that we assumed, in the design of the system, would be implemented by user 
entities, and which, if necessary, to achieve the control objectives stated in the 
accompanying description, are identified in the description along with the specific control 
objectives that cannot be achieved by us alone  

• Other aspects of our control environment, risk assessment process, information system and 
communication, control activities, and monitoring controls that were relevant to IT general 
controls  

(ii)  Contains relevant information about changes in the IT general controls, performed during the period 
from 1 September 2024 to 31 August 2025. 

(iii)  Does not omit or distort information relevant to the scope of the system being described, while 
acknowledging that the description is prepared to meet the common needs of a broad range of customers 
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and their auditors and may not, therefore, include every aspect of the system that each individual customer 
may consider important in their own particular environment  

(b) The controls related to the control objectives stated in the accompanying description were suitably 
designed and functioning during the period from 1 September 2024 to 31 August 2025 if relevant controls 
with the subservice organisation were operationally effective and the customers have performed the 
complementary controls, assumed in the design of Enreach Campaigns A/S’ controls during the entire 
period from 1 September 2024 to 31 August 2025. The criteria used in making this statement were that:  

(i)  The risks that threatened achievement of the control objectives stated in the description were identified  

(ii)  The identified controls would, if operated as described, provide reasonable assurance that those risks 
did not prevent the stated control objectives from being achieved  

(iii)  The controls were used consistently as drawn up, including the fact that manual controls were 
performed by people of adequate competence and authorization, during the period from 1 September 
2024 to 31 August 2025. 

 

Hvidovre, 9. Januar 2026 

Enreach Campaigns A/S  

Casper Langhoff  
CEO 
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Section 2: Independent service auditor’s assurance report on the description of 
controls, their design and operating effectiveness 

 

To Enreach Campaigns A/S, their customers and their auditors. 
 

Scope 

 

We have been engaged to report on a) Enreach Campaigns A/S’ description in Section 3 of its system for 
delivery of Enreach Campaigns A/S’ Flows by Enreach throughout the period from 1 September 2024 to 31 
August 2025 and about b)+c) the design and operational effectiveness of controls related to the control 
objectives stated in the description. Enreach Campaigns A/S is using the subservice organisations Global 
Connect A/S, Digital Reality and Amazon Web Services. This assurance report is prepared in accordance 
with the partial method and Enreach Campaigns A/S’ description does not include control objectives and 
controls within Global Connect A/S, Digital Reality and Amazon Web Services. Certain control objectives in 
the description can only be 

achieved if the subservice organisation’s controls, assumed in the design of our controls, are appropriately 
designed and operationally effective. The description does not include control activities performed by 
subservice organisations. Some of the control objectives stated in Enreach Campaigns A/S’ description in 
Section 3 of Flows by Enreach, can only be achieved if the complementary controls with the customers 
have been appropriately designed and works effectively with the controls with Enreach Campaigns A/S. The 
report does not include the appropriateness of the design and operating effectiveness of these 
complementary controls. 
 

Enreach Campaigns A/S’ responsibility 

 

Enreach Campaigns A/S is responsible for preparing the description in Section 3 and accompanying 
statement (Section 1) including the completeness, accuracy, and method of presentation of the description 
and statement. Additionally, Enreach Campaigns A/S is responsible for providing the services covered by 
the description; stating the control objectives; and for the design, implementation, and effectiveness of 
operating controls for achieving the stated control objectives. 
 

Roesgaard’s independence and quality control 
 

We have complied with the independence and other ethical requirements of the International Ethics 
Standards Board for Accountants’ International Code of Ethics for Professional Accountants issued by the 
International Ethics Standards Board for Accountants (IESBA Code), which is founded on fundamental 
principles of integrity, objectivity, professional competence and due care, confidentiality and professional 
behavior and ethical requirements applicable to Denmark. Roesgaard applies International Standard on 
Quality Control 1 (ISQM 1) and accordingly maintains a comprehensive system of quality control including 
documented policies and procedures regarding compliance with ethical requirements, professional 
standards, and applicable legal and regulatory requirements. 
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Auditor’s responsibility 

 

Our responsibility is to express an opinion on Enreach Campaigns A/S’ description (Section 3) as well as on 
the design and operation of the controls related to the control objectives stated in that description based 
on our procedures. We conducted our engagement in accordance with ISAE 3402, “Assurance Reports on 
Controls at a Service Organisation”, issued by International Auditing and Assurance Standards Board. This 
standard requires that we plan and perform our procedures to obtain reasonable assurance about whether, 
in all material respects, the description is fairly presented, and the controls are suitably designed and 
operating effectively. An assurance engagement to report on the description, design, and operating 
effectiveness of controls at a service organization involves performing procedures to obtain evidence about 
the disclosures in the service organisation’s description of its system, and the design and operating 
effectiveness of controls. The procedures selected depend on the service auditor’s judgement, including 
the assessment of the risks that the description is not fairly presented, and that controls are not suitably 
designed or operating effectively. Our procedures included testing the operating effectiveness of those 
controls that we consider necessary to provide reasonable assurance that the control objectives stated in 
the description were achieved. An assurance engagement of this type also includes evaluating the overall 
presentation of the description, the suitability of the objectives stated therein, and the suitability of the 
criteria specified by the service organisation in Section 3. 
 

We believe that the evidence we have obtained is sufficient and appropriate to provide a basis for our 
opinion. 
 

Limitations of controls at a service organization 

 

Enreach Campaigns A/S’ description in Section 3, is prepared to meet the common needs of a broad range 
of customers and their auditors and may not, therefore, include every aspect of the systems that each 
individual customer may consider important in their own particular environment. Also, because of their 
nature, controls at a service organisation may not prevent or detect all errors or omissions in processing or 
reporting transactions. Furthermore, the projection of any functionality assessment to future periods is 
subject to the risk that controls with service provider can be inadequate or fail. 
 

Opinion 

 

Our opinion has been formed based on the matters outlined in this report. The criteria we used in forming 
our opinion were those described in Enreach Campaigns A/S’ statement in Section 1 and based on this, it is 
our opinion that: 

a) The description of the IT general controls, as they were designed and implemented throughout the 
period from 1 September 2024 to 31 August 2025, is fair in all material respects. 

b) The controls related to the control objectives stated in the description were suitably designed 
throughout the period from 1 September 2024 to 31 August 2025 in all material respects, if 
controls with subservice organisations were operationally effective and if the customers have 
designed and implemented the complementary controls assumed in the design of Enreach 
Campaigns A/S’ controls throughout the period from 1 September 2024 to 31 August 2025 

c) The controls tested, which were the controls necessary for providing reasonable assurance that the 
control objectives in the description were achieved in all material respects, have operated 
effectively throughout the period from 1 September 2024 to 31 August 2025. 
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Description of tests of controls 

 

The specific controls tested, and the nature, timing and results of these tests are listed in the subsequent 
main Section 4 including control objectives, test, and test results. 
 

Intended users and purpose 

 

This assurance report is intended only for customers who have used Enreach Campaigns A/S and the 
auditors of these customers, who have a sufficient understanding to consider the description along with 
other information, including information about controls operated by customers themselves. This 
information serves to obtain an understanding of the customers’ information systems, which are relevant 
for the financial reporting. 
 

Horsens, 9. januar 2026 

 

Roesgaard 

Godkendt Revisionspartnerselskab 

 

Michael Mortensen 

Partner, Statsautoriseret revisor   
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Section 3: Description of Enreach Campaigns A/S' services in connection with 
the operating of Flows by Enreach 

Introduction  
The purpose of this description is to supply information to Enreach Campaigns’ customers and their 
stakeholders (including auditors) regarding the requirements in the International Standard for Assurance 
Engagements on controls at a service organisation, ISAE 3402.  

Additionally, the purpose of this description is to provide information on our information security code of 
practice which is applicable for our delivery of the product and service Flows by Enreach to our customer. 
 

The description comprises the control areas and controls regarding Flows by Enreach, which cover the 
majority of our customers and are based on our standard delivery. Individual customer relations are not 
included in this description.  

Enreach Campaigns and our software Flows by Enreach  
Enreach Campaigns is a Danish IT company based in Hvidovre. We develop, host, and supply software in the 
form of a SaaS solution to contact centres. One of our core products is supplying the software Flows by 
Enreach (here-after just named “Flows”), which is supplied as a SaaS-solution, which means it is hosted in 
our own data centres and is based on a flexible and scalable subscription-based model.  

Technical setup and placement  
Flows is a web application based on .NET (the primary language is C#) and with a frontend based on e.g. 
JavaS- cript and MVC. The database technology is MSSQL, and hosting is via the Danish data centres 
GlobalConnect (Taastrup) and Digital Reality (Ballerup) as well as AWS’ (Amazon Web Services) and 
Microsoft Azure. Frankfurt and Dublin locations, and Enreach’s European based data centres. The only AWS 
locations we have chosen services in, and where data thereby is located in, are AWS’ Dublin site in Ireland 
and AWS’ site in Frankfurt, and thereby no data in Flows leaves the EU. Our infrastructure and architecture 
are designed in such a way that there is redundant failover equipment for everything from firewalls and 
switches to database and web servers. Most of the equipment is also placed in both data centres, which 
means that one location can resume operations, if another location is impacted by reduced access or other 
problematic circumstances, internal as well as external. 
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Organisation and responsibility  
Enreach Campaigns employs 23 persons in Denmark, Sweden, Ukraine, the UK, and Finland. About half the 
employees are placed in Denmark and have their daily workplace at the office in Hvidovre. 
 

The management consists of an ultimately responsible Managing Director, and his direct report are Finance 
Manager (UK), Head of Tech (DK), Head of Growth (UK), and Head of Customer Relations (DK). 
 

The Tech department, led by the Head of Tech, consists primarily of developers in a “DevOps” constellation, 
where two persons are dedicated to operations, optimising servers and infrastructure, monitoring and 
handling operational issues, but where all have operations as their first priority in case of technical issues on 
the platform.  
 

The developers are organised in frontend and backend expertise, with a chief architect who makes the 
general decisions on language, technology, and new frameworks on the basis of a thorough analysis and in 
cooperation with the Head of Tech. In addition, a network administrator is responsible for network and 
telephony, whereas a project manager and tester have a close cooperation with Enreach Campaigns’ other 
departments.  
 

Management has the overall responsibility for IT security and that the company’s general IT security policy 
is observed.  
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Next to the daily organisation based on function, a security organisation has been organised with an 
Information Security Committee comprising key employees from various parts of Enreach Campaigns, 
including management, and an information security coordinator who has the daily, operational 
responsibility for a number of tasks defined in Enreach Campaigns’ information security code of practice. 
The information security coordinator is additionally responsible for all employees being aware of the 
information security manual, including rules and procedures, helps them to access and understand it, and 
acting on and observing the rules. In conclusion, the responsibility for a variety of matters related to the 
business systems that support the daily work with supplying the product and service flows is delegated to 
the system owners.  
 

Risk management in Enreach Campaigns A/S  
Risk management in Enreach Campaigns A/S is done for all areas connected with delivering the product and 
service Flows, and which thereby may have financial consequences for our customers. Risk analysis, 
assessment, and management are based on ISO 27005, and are based on impact analyses and vulnerability 
analyses at service level. Service is understood as business systems supporting the delivery of Flows as well 
as Flows in itself as a customer system.  
 

The business in Enreach Campaigns answers the questions in the impact analysis, while the IT department 
in Enreach Campaigns performs the vulnerability analysis.  
 

Risk analyses are conducted as consequence and vulnerability analyses at least annually, after which the 
collected security overview is brought up for the information security committee and finally Enreach 
Campaigns’ management, for the definition of further actions.  
 

Generally, on our control objectives, including rules and procedures as well as implemented controls 

Working procedures and processes connected with the supply of the product and service Flows are based 
on our information security code of practice, on top of which are defined procedures and controls with 
associated contingency plans etc.  

 

The framework for the information security code of practice is ISO 27001, and the code of practice is 
classified according to the following control areas:  

• Information security management and security policy  
• Organisation of information security  
• Human resource security  
• Access control  
• Cryptography  
• Physical and environmental security  
• Operations security  
• Communications security  
• System acquisition, development, and maintenance  
• Supplier relationships  
• Information security incident management  
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• Information security aspects of business continuity management  
• Compliance  

Information security management and security policies  
Enreach Campaigns’ general information security policies are prepared for the purpose of ensuring a 
continuous embedding of working methods, principles, and routines that comply with the determined 
security level.  

The information security policies must be observed in all regards and aims to ensure a secure and stable 
delivery of the product and service Flows, including compliance with relevant legislation, such that all 
significant risks of breakdowns, data theft, and data breaches are reduced.    

The policies are reviewed and approved annually. The information security coordinator is the management’s 
and information security committee’s “auxiliary arm” in the daily embedding of the policies, and this 
ensures communication on an ongoing basis to all relevant parties.    

  

Organisation of information security  
 

Segregation of duties  
We have a clear and well-defined organisation with segregation of duties, which entails that dependency on 
key persons is reduced as much as possible. In addition, segregation of duties has been introduced to areas 
where there is a risk of the occurrence of misuse of the company’s data and information.  

Equipment and teleworking  
We have a policy for the use of mobile devices and home workplaces/remote workplaces. Minimum 
requirements have been defined for the protection of all devices, as well as access to business systems and 
data. All devices must be protected by antivirus and firewall and must be enrolled in InTune (exept mobile 
phones). A number of system accesses to Enreach Campaigns’ business systems require VPN access. These 
are issued and installed by the IT department (approval by the Head of Tech, issuing and configuration of an 
employer in the IT department). VPN can be installed on PCs supplied and owned by Enreach Campaigns, 
but never on privately owned PCs.  
  

Human resource security 

We have defined a number of procedures that ensure security prior to, during, and, if relevant, after 
employment.  

      

Procedures concerning processes before a potential employment ensure that potential employees are 
screened and that relevant matters are checked within the framework of current legislation.  
 

All employees must adhere to a number of terms regarding confidentiality about own, Enreach Campaigns’, 
and customers’ matters. This is described in each employee’s employment contract.  
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During employment it is ensured between the employee, the immediate manager, and the information 
security coordinator that the employee is kept up to date regarding and complies with aspects regarding 
information security.        

We have procedures that ensure that employees at the termination of employment cannot cause damage 
to Enreach Campaigns, or the system Flows by means of immediately removing rights to business systems 
and check this.       

In addition, a number of sanctions have been defined, in case information security is breached or 
disregarded.  
 

Access management  
We have a string of procedures that ensure that access control and the allocation of rights occur in 
compliance with the established security level.  

Only employees with a work-related need for having access to systems and data are granted access to the 
concerned business systems and associated data.  
 

The heads of department are responsible for access rights being granted on the basis of a work-related 
need and in consideration of regulatory and contractual obligations.  
 

We have a number of controls that ensure that this occurs on an ongoing basis, and that all access 
corresponds to the work-related needs in each function and for each employee.  
 

We have defined a string of requirements for the protection of all devices (PCs, mobile phones, tablets) as 
well as passwords in all business systems. Employees are trained and checked within these areas. 
 

We have a number of procedures that ensure that only a group of privileged employees has access to 
system administrator tools, central servers (e.g. domain controller), source code etc.  
 

Production servers and other servers containing production data and customer data are only present in 
Enreach Campaigns’ data centres (physical and cloud) and not at any office locations. Only specially trusted 
employees with a work-related need have access to the data centres. These accesses are assessed and 
inspected regularly via onboarding, offboarding procedures and ad hoc controls.  
 

Cryptography  
We have procedures for the use of cryptography, including the generation and management of encryption 
keys and certificates.  

This means, i.a, that Flows must have a valid SSL certificate, which Enreach Campaigns verifies, such that 
data exchange only occurs in a secure and encrypted manner (through HTTPS). SSL-certificates are managed 
solely by the IT department, where the application architect and network administrator are responsible for 
SSL certificates. No certificates may be acquired or issued bypassing these.  
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This requirement concerns access to Flows through the user interface and through API alike.  
 

Physical and environmental security  
Servers are only placed in data centres provided by suppliers who have been issued, and annually can show, 
assurance reports at the level of ISAE 3402.      

 

Enreach Campaigns’ office premises are subject to a number of procedures that secure the office as well as 
material and units stored at the office, regardless of servers only being placed in data centres.  

This entails, i.a, procedures aimed at employees describing security measures for offices, common areas, 
and similar areas.  

Operations security  
 

Operating procedures and monitoring  
We have operating procedures for the IT department’s most significant duties, and these procedures are 
subject to versioning and change management.  

We have defined the responsibility for ensuring that an assessment of the capacity requirements for critical 
IT systems are monitored continuously and alerts are acted upon. 
 

The IT department, led by the Head of Tech, consists primarily of developers in a “DevOps” constellation, 
where two persons are dedicated to operations, optimising servers and infrastructure, monitoring and 
handling operational issues, but where all have operations as the first priority in case of technical issues on 
the platform or information security issues.  
 

All instances of Flows are monitored by means of monitoring tools.  
 

Critical levels and values are defined for all these monitoring areas. Alarms must trigger when these values 
are reached and must be sent to key employees either via email (for less critical alerts) or SMS (critical 
alerts).        

Historical logs and events are reviewed in a structured manner when planning  improvements and 
optimisation.  
 

Development of Flows, management, and quality assurance  
The development of Flows, including release of changes, occurs according to Enreach Campaigns’ 
formalised and embedded development model.      

 

The development process is Enreach Campaigns’ own method derived from an agile approach to 
development, SCRUM, and RUP. The development takes place in sprints, but not of an eternal, specified 
duration, as sprints are defined according to prioritised tasks in backlog.    
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Next to master releasees, hot fix releases are performed with corrections of distinct errors and significant 
inexpediencies. Disclosed security weaknesses with the priority of 1 (cf. Enreach Campaigns’ operations 
procedure) must always be handled as quickly as possible, and no later than within 5 working days. 

Development occurs in development environments where code is branched from the main 
branch/”default”. These development branches are connected with the staging database, where test data is 
found. Test data and production data are thus completely segregated, and customers’ data must not be 
copied from master to staging without approval from the Head of Tech. If this permission is granted, it can 
and will only comprise configuration data in order to test and develop up against true, complex data in 
order to ensure the quality of the development, but it must and can never comprise data on the customer’s 
prospects, employees or similar.  

      

Function testing takes place in development branches (also called feature branches), after which code is 
tested and merged to pre-production branches, from which code is tested again prior to finally deployed for 
production.  

Logging  
We have procedures concerning the scope, processing, protection, and check of logging on various system 
types.  

All logins and significant user actions in Flows are monitored and logged. The logging of significant user 
actions concerns i.a. data export.  
 

All changes to data are registered.  

Communications security  
We have procedures for network management and monitoring, including maintenance of network and 
network equipment.  

Traffic on all connections and interfaces are monitored in relation to data volume over periods of time. 
Alarms have been set up that are triggered and sent to technical personnel in case of abnormalities (traffic 
spikes, significant delays between master databases and slave databases, and much else).  
  

 

Exchange of information solely occurs by means of secure connections. If this occurs via the public Internet, 
data is encrypted (in principle by means of HTTPS). via LAN.    

    

Systems acquisition, development, and maintenance  
We have procedures that ensure secure change management in business supporting systems. The 
procedures prescribe i.a. that change logs are obtained and evaluated, and that changes are tested before 
they are released.     

As all significant internal work processes are documented, the process documentation is updated where 
necessary, in connection with changes.      
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Please note that this section and the procedures referred to herein concern maintenance and changes in 
business supporting systems, not the solution Flows itself. Procedures and principles for changes in Flows 
are described in a previous, separate section.  
 

Supplier relationships  
In all cooperation agreements with suppliers, we have defined security requirements and minimum 
requirements for the services provided to us by the supplier.  

We have ensured that the matters we base our agreement on regarding the use of the product and service 
Flows in relation to customers, are in accordance with our requirements to our suppliers.  
     

We regularly, and at least annually, review the assurance reports for the entered agreements.  

Information security incident and event management  
The information security committee has defined procedures for information security incidents and events, 
which are embedded in Enreach Campaigns and which the management is responsible for being observed.  
 

We define information security incidents as:  
 

• The detection of successful external and unwanted intrusion in systems  
• Finding customer data (hosted in the master database for Flows) online, where there is an obvious 

or strong suspicion that the publication of data has not occurred with the customer’s approval and 
intent  

• Finding data on current or former employees in Enreach Campaigns online, where publication of 
data has occurred without Enreach Campaigns’ involvement or intent  

• Finding other confidential business data online (according to the same directions) defined as 
customer contracts, revenue, or information which is classified as secret according to further 
definition by the information security committee  

 

We define information security events as:  

• Events that, if they had not been discovered, could have led to security incidents  
• Situations where unintended data or information by accident (due to human error) has been sent to 

other recipients than the intended, and that it is assessed that this may entail damage or serious 
consequences for Enreach Campaigns  

Procedures have been defined for both, which describe for employees and managers how they should act in 
case of incidents and events, including (but not limited to) collecting evidence and contact with authorities, 
if necessary.  
 

Information security aspects of business continuity management 

 We have defined the responsibility for preparing and maintaining contingency plans.  
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We have established adequate redundancy to meet the requirements for availability and the guarantees for 
up- time that we have agreed in contracts with our customers.  
 

All members of the DevOps team have been trained in the plans.  
 

Plans and procedures are reviewed after each operational issue, where human action has been necessary to 
re-establish operations on parts of the platform.  
 

Compliance 

Information security is subject to annual audit by an independent external IT auditor   

Significant changes in IT-environments 

There have been no significant changes to IT-environments in the period.   

    

Complementary controls  
Regarding our customers, Enreach Campaigns is responsible for delivering the services and the operations 
described in the contract concerning Flows between the customer and Enreach Campaigns.   

  

Matters not comprised by the contract are the customer’s own responsibility.  

Creation of users, protection of user information, and secure login procedures are the responsibility of the 
customer. The customer can enable MFA login on users in Flows. Enreach Campaigns recommends our 
customers to do this to the extent it is possible for the customer, in order to protect the customer’s data 
and activities in Flows.   

  

Changes in the audit period  
No significant changes in the period. 
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Section 4: Control objectives, controls, and service auditor testing 

 

Purpose and scope 

A description and the results of our tests based on the tested controls appear from the tables on the 
following pages. 

To the extent that we have identified significant weaknesses in the control environment or deviations 
therefrom, we have specified this. 

This statement is issued according to the partial method and therefore does not include controls of Enreach 
Campaigns A/S’ subservice organisations. 

Controls, which are specific to the individual customer solutions or are performed by Enreach Campaigns 
A/S’ customers, are not included in this report. 

We performed our test of controls at Enreach Campaigns A/S by the following actions: 

Method  General description 

Inquiries Interview with appropriate personnel at Enreach 
Campaigns A/S. The interviews have included 
questions about how controls are performed. 

Observation Observing how controls are performed. 
Inspection Review and evaluation of policies, procedures and 

documentation concerning the performance of 
controls. This includes reading and assessment of 
reports and documents in order to evaluate 
whether the specific controls are designed in such 
a way, that they can be expected to be effective 
when implemented. 
Further, it is assessed whether controls are 
monitored and controlled adequately and with 
suitable intervals. The effectiveness of the controls 
during the audit period is assessed by sample 
testing. 

Re-performance Re-performance of controls to verify that the 
control is working as assumed. 
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Test results 

Below, we have listed the tests performed by Roesgaard as basis for the evaluation of the IT general controls with Enreach Campaigns A/S. 

A.5 Information security policies 

A.5.1 Management direction for information security  
Control objective: To provide management direction and support for information security in accordance with business requirements and relevant 
laws and regulations 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

5.1.1 Policies for information security 

A set of policies for information 
security is defined and approved by 
management, and then published 

and communicated to employees and 
relevant external parties. 

We have inspected that the information 
security policy has been approved by 
management, published, and communicated 
to employees and relevant external parties. 
 

No deviations noted. 
 

 

 

5.1.2 Review of policies for information 
security  
The policies for information security 
are reviewed at planned intervals or if 
significant changes occur, to ensure 
their continuing suitability adequacy 
and effectiveness. 

We have inspected that the information 
security policy has been reviewed and 
approved by management. 

No deviations noted. 
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A.6 Organisation of information security 

A.6.1 Internal organisation 

Control objective: To establish a management framework to initiate and control the implementation and operation of information security within 
the organisation 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

6.1.1 Information security roles and 
responsibilities 

All information security 
responsibilities are defined 

and allocated. 

We have inspected an organisation chart 
showing the information 

security organisation. 
We have inspected the description of roles 
and responsibilities within the information 
security organisation. 

No deviations noted. 
 

 

 

6.1.2 Segregation of duties 

Confliction duties and areas of 
responsibility are 

segregated to reduce opportunities for 
unauthorized 

or unintentional modification or 
misuse of the 

organisations’ assets. 

We have inspected documentation for 
segregation of duties. 
We have inspected general organisation chart 
for the organisation. 

No deviations noted. 
 

 

 

A.6.2 Mobile devices and teleworking 

Control objective: To ensure the security of teleworking and use of mobile devices 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

6.2.1 Mobile device policy 

Policy and supporting security 
measures are 

adopted to manage the risk 
introduced by using 

mobile devices. 

We have inspected policy for securing of 
mobile devices. 
We have inspected, that technical controls for 
securing of mobile devices have been defined.  
 

We have, by sample test, inspected that 
mobile devices have technical controls 
implemented.   

No deviations noted. 
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6.2.2 Teleworking 

Policy and supporting security 
measures are implemented 

to protect information accessed, 
processed and stores at teleworking 
sites. 

We have inspected the policy for securing of 
remote workspaces. 
We have inspected the underlying security 
measures for protection of remote 
workspaces. 

No deviations noted. 
 

 

A.7 Human ressource security 

A.7.1 Prior to employment 
Control objective: To ensure that employees and contractors understand their responsibilities and are suitable for the roles for which they are 
considered 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

7.1.1 Prior to employment 
Control objective: To ensure that 
employees and contractors 
understand their responsibilities and 
are suitable for the roles for which 
they are considered 

We have inspected the procedure for 
screening new employees. 
We have inquired about screening of new 
employees during the period.  
We have inspected sample documentation. 

No deviations noted. 
 

 

 

7.1.2 Terms and conditions of employment 
The contractual agreements with 
employees and 

contractors are stating their and the 
organisation’s responsibilities in 
information security. 
 

We have inspected the procedure for 
onboarding new employees. 
We have inspected documentation that new 
employees have been informed about their 
roles and responsibilities in information 

security. 

No deviations noted. 
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A.7.2 During employment 
Control objective: To ensure that employees and contractors are aware of and fulfil their information security responsibilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

7.2.1 Management responsibility 

Management is requiring all 
employees and contractors 

to apply information security in 
accordance 

with the established policies and 
procedures 

of the organisation. 

We have inspected the information security 
policy regarding the setting of requirements 
for employees and contractors. 
 

 

No deviations noted. 
 

 

7.2.2 Information security awareness 
education and training 

All employees of the organisation and 
where relevant contractors, are 
receiving appropriate awareness 

education and training and regular 
updates in organisational policies and 
procedures as relevant 
for their job function. 

We have inspected that activities to develop 
and maintain employees’ security awareness 
have been carried out. 
We have inspected documentation that all 
employees have completed the awareness 
training provided. 

No deviations noted. 
 

 

 

7.2.3 Disciplinary process 

There is a formal and communicated 
disciplinary 

process in place, to act against 
employees who have committed an 
information security breach. 

We have inspected that a formal disciplinary 
process has been established and 
communicated to employees and 
contractors. 

No deviations noted. 
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A.7.3 Termination and change of employment 
Control objective: To protect the organisation’s interests as part of the process of changing or terminating employment 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

7.3.1 Termination or change of employment 
responsibility 

Information security responsibilities 
and duties that 
remain valid after termination or 
change of employment 
have been defined, communicated to 
the 

employee or contractor, and enforced. 

We have inspected that there are 
procedures, ensuring that accesses are 
revoked. 
We have inspected that the applicable duty 
of confidentiality is stated in employment 
contracts for employees terminated 

during the period. 
We have, by sample test, inspected that the 
offboarding procedure has been 

followed for resigned employees. 

No deviations noted. 
 

 

 

A.9 Access control 
A.9.1 Business requirements of access control 
Control objective: To limit access to information and information processing facilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

9.1.1 Access control policy 

An access control policy has been 
established, documented, and 
reviewed based on business 

and information security 
requirements. 

We have inspected the access control policy. 
We have inspected that the policy has been 
reviewed and approved by management. 
 

 

No deviations noted. 
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9.1.2 Access to network and network 
services 

Users are only being provided with 
access to the network and network 
services that they have been 

specifically authorized to use. 

We have inspected that a procedure has 
been established for allocating access to 
networks and network services. 
We have inspected extracts of users with 
access to networks and network services has 
a work-related need. 

No deviations noted. 
 

 

A.9.2 User access management 

Control objective: To ensure authorised user access and to prevent unauthorised access to systems and services. 
No. Enreach Campaigns A/S’ control 

activity 

Test performed by Roesgaard Result of test 

9.2.1 User Registration and de-registration 

A formal user registration and de-
registration process has been 
implemented to enable assignment 

of access rights. 

We have inspected that formalised 
procedures for user registration 

and de-registration have been established. 
 

No deviations noted. 
 

 

9.2.2 User access provisioning 

A formal user access provisioning 
process has 

been implemented to assign or revoke 
access 

rights for all user types to all systems 
and services 

We have inspected that a procedure for user 
administration 

has been established. 
 

No deviations noted. 
 

 

 

 

 

9.2.3 Management of privileged access 
rights 

The allocation and use of privileged 
access rights have been restricted and 
controlled. 

We have inspected the procedures for 
allocation, use and restrictions 

of access rights. 
 

We have inspected, that periodical review of 
privileged access rights is being performed. 

No deviations noted. 
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9.2.4 Management of secret-authentication 
information 

of users 

The allocation of secret authentication 
information 

is controlled through a formal 
management process. 

We have inspected the procedure regarding 
allocation of access 

codes to platforms. 
We have inspected documentation that the 
password policy is implemented in systems 
used to manage secret authentication 

information about users. 

No deviations noted. 
 

 

 

9.2.5 Review of user access rights. 
Asset owners are reviewing user’s 
access rights at regular intervals 

We have inspected the procedure for regular 
review and evaluation of access rights. 
We have inspected that a review and 
evaluation of access rights is carried out 
during the period. 

No deviations noted. 
 

 

9.2.6 Removal or adjustment of access 
rights 

Access rights of all employees and 
external party users to information 
and information processing 

facilities are being removed upon 
termination of their employment 
contract or agreement or adjusted 

upon change. 

We have inquired into procedures about 
discontinuation and adjustment of access 
rights. 
We have, by sample test, inspected that 
resigned employees have had their access 
rights cancelled. 

No deviations noted. 
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A.9.3 User responsibilities 

Control objective: To make users accountable for safeguarding their authentication information 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

9.3.1 Use of secret authentication 
information. 
Users are required to follow the 
organisations’ s practices in the use of 
secret authentication information. 

We have inspected guidelines for use of 
secret passwords. 
 

We have inspected, the implemented 
password policy. 

We have been informed that the strength of 
the password functionality in Flows does not 
live up to current standards.  
 

No further deviations noted. 
A.9.4 System and application access control 
Control objective: To prevent unauthorised access to systems and applications 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

9.4.1 Information access restriction 

Access to information and application 
system functions has been restricted 
in accordance with the access control 
policy. 

We have inspected policies and procedures 
to ensure the restriction of access to the 
functions of application systems. 
We have inquired how it is determined 

whether the users have a work-related need. 

No deviations noted. 
 

 

 

 

 

9.4.2 Secure logon procedures 

Access to systems and applications is 
controlled by procedure for secure 
logon. 

We have inspected the procedure for secure 
logon. 
We have inspected, that MFA has been 
established in connection with logon. 

No deviations noted. 
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9.4.3 Password management system 

Password management systems are 
interactive and have ensured quality 
passwords. 

We have inspected that policies or 
procedures set requirements 

for the quality of passwords. 
We have inspected that the systems for 
managing passwords are set up in 
accordance with the requirements. 

No deviations noted. 
 

 

9.4.5 Access control to program source code 

Access to program source code has 
been restricted. 

We have inquired into procedures for 
restricting access to program source codes. 
We have inspected that access to source 
codes has been restricted. 

No deviations noted. 
 

 

A.10 Cryptography 

A.10.1 Cryptographic controls 

Control objective: To ensure proper and effective use of cryptography to protect the confidentiality, authenticity and/or integrity of information 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

10.1.1 Policy on the use of cryptographic 
controls 

A policy for the use of cryptographic 
controls for protection of information 
has been developed and 

implemented. 

We have inspected the policy for the use of 
encryption. 
We have inspected that transmission over 
the internet is done with a secure 
connection. 

We have found that Flows supports outdated 
encryption protocols. 
 

No further deviations noted. 
 

 

10.1.2 Key Management 
A policy on the use protection and 
lifetime of cryptographic 

keys has been developed and 
implemented through their whole 
lifecycle. 

We have inquired into the policies for 
administering cryptographic keys, which 
supports the company use of cryptographic 
techniques. 
We have inspected that cryptographic keys 
are active, and that their renewal is being 
followed up on. 

No deviations noted.  
 

 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: K
U

44
M

-A
O

FT
N

-J
W

IIL
-Q

EN
TU

-2
78

E2
-D

W
1I

K



 

 

 

 

A.11 Physical and environmental security 

A.11.1 Secure areas 

Control objective: To prevent unauthorised physical access, damage and interference to the organisation’s information and information 
processing facilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

11.1.1 Physical security perimeter 

Security perimeters have been defined 
and used to protect areas that contain 
either sensitive or critical information 
and information. 

We have inspected the procedure for 
physical protection of facilities and 
perimeter security. 
We have inspected that access to locations 
with equipment is limited to employees 
who need the access. 

No deviations noted. 
 

 

 

 

A.11.2 Equipment 

Control objective: To prevent loss, damage, theft or compromise of assets and interruption to the organisation’s operations 

No. Enreach Campaigns A/S’ control activity Test performed by Roesgaard Result of test 
11.2.1 Equipment sitting and protection 

Equipment is sited and protected to 
reduce the risks from environmental 
threats and hazards and opportunities 
for unauthorized access. 

We have inspected the procedure 
regarding the placement and protection of 
equipment. 
We have inspected that access to locations 
with equipment is limited to employees 
with a work-related need. 

No deviations noted. 
 

 

11.2.7 Secure disposal or re-use of equipment 
All items of equipment containing 
storage media have been verified to 
ensure that any sensitive data and 
licensed software have been removed 
or securely overwritten prior to disposal 
or re-use. 

We have inquired into the procedure for 
deletion of data and 

software on storage media, before 
disposing of same. 
 

No deviations noted. 
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11.2.8 Unattended user equipment 

Users are ensuring that unattended 
equipment 
has appropriate protection. 

We have inspected the procedure for 
ensuring the protection of unattended 
equipment. 
We have inspected documentation of the 
implementation of a 

blank screen. 

No deviations noted. 
 

A.12 Operations security 

A.12.1 Operational procedures and responsibilities 

Control objective: To ensure correct and secure operation of information processing facilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

12.1.1 Documented operating procedures. 
Operating procedures have been 
documented and made available to all 
users. 

We have inspected that documentation for 
operating procedures is updated and 
accessible to relevant employees. 

No deviations noted. 
 

 

12.1.2 Change management 
Changes to the organisation business 
processes information processing 
facilities and systems that affect 
information security have been 
controlled. 

We have inspected the procedure for 
changes in information processing facilities 
and systems. 
We have, by sample test, inspected 
documentation that change requests are 
being managed according to the 
established procedure. 

No deviations noted. 
 

 

 

12.1.3 Capacity management 
The use of resources is monitored and 
adjusted, and future capacity 
requirements are projected to 

ensure that the required system 
performance is 

obtained. 

We have inspected the procedure for 
monitoring use of resources and 
adjustments of capacity, to ensure future 
capacity 

requirements. 
 

No deviations noted. 
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12.1.4 Separation of development-, test- and 
operations facilities. 
Development testing and operational 
environments are separated to reduce 
the risks of unauthorized access or 
changes to the operational 
environment. 

We have inspected the process & technical 
documentation that used system 

environments have been separated. 

No deviations noted. 
 

 

 

A 12.2 Protection from malware 

Control objective: To ensure that information and information processing facilities are protected against malware 

No. Enreach Campaigns A/S’ 
control activity 

Test performed by Roesgaard Result of test 

12.2.1 Control against malware 

Detection prevention and 
recovery controls to protect 

against malware have been 
implemented 

combined with appropriate 
user awareness. 

We have inspected that antivirus software has been 
installed on the systems and databases used for the 
processing of personal data.  
 

We have also inspected that the antivirus software is 
up to date. 
 

No deviations noted. 
 

 

 

A.12.3 Backup 

Control objective: To protect against loss of data 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

12.3.1 Information backup 

Backup copies of information software 
and system images are taken and 
tested annually in accordance 

with an agreed backup policy. 

We have inspected documentation that the 
procedure for back-up has been reviewed 
and updated during the period. 
We have by sample test, inspected that 
backups are taken according to the 
procedure. 
We have inquired about ongoing testing of 
backup. 

No deviations noted. 
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A.12.4 Logging and monitoring 

Control objective: To record events and generate evidence 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

12.4.1 Event logging 

Event logs recording user activities 
exceptions faults and information 
security events shall be produced, 
kept, and regularly reviewed. 

We have inspected procedures for logging 
of user activities. 
We have walked through the use of logging 
at the audit meetings. 

No deviations noted. 
 

 

12.4.2 Protection of log information 

Logging facilities and log information 
are being protected against tampering 
and unauthorized access. 

We have inspected procedures for securing 
log information. 
We have inspected that access to logging 
information is restricted. 

No deviations noted. 
 

 

A.12.5 Control of operational software 

Control objective: To ensure the integrity of operational systems 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

12.5.1 Installation of software on operational 
systems 

Procedures are implemented to 
control the installation of software on 
operational systems. 

We have inspected the procedure for 
patching and upgrading systems and that it 
has been reviewed and updated during 

the period. 
We have inquired about the process flow 
routines.  

No deviations noted. 
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A.12.6 Technical vulnerability management 
Control objective: To prevent exploitation of technical vulnerabilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

12.6.1 Management of technical 
vulnerabilities 

Information about technical 
vulnerabilities of information 

systems being used is obtained in a 
timely fashion, the organisation’s 
exposure to such vulnerabilities 

evaluated and appropriate measures 

taken to address the associated risk. 

We have inspected that malware 
protection checks have been performed 
during the period. 
 

We have inspected that systems are 
patched. 
 

We have enquired documentation about 
technical vulnerabilities of information 

systems being used are obtained in a 
timely fashion. 

We have not been able to obtain documentation 
about technical vulnerabilities of information 

systems being used are obtained in a timely 
fashion 

 

No further deviations noted. 
 

 

 

A.13 Communications security  
A.13.1 Network security management 
Control objective: To ensure the protection of information in networks and its supporting information processing facilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

13.1.1 Network controls 

Networks are managed and controlled 
to protect information in systems and 
applications. 

We have inspected that there are defined 
requirements for the management and 
control of networks. 
 

We have walked through the process of 
monitoring and use of controls to protect 
the systems and data.  

No deviations noted. 
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13.1.2 Security of network services 

Security mechanisms service levels 
and management requirements of all 
network services are identified and 
included in network services 
agreements whether these services 
are provided inhouse or outsourced. 

We have inspected that evaluation of 
the suppliers services is performed and 
walked through the choices of suppliers 
at the audit.  

No deviations noted. 
 

 

 

13.1.3 Segregation of networks 

Groups of information services users 
and information systems are 
segregated on networks. 

We have inspected technical 
documentation that system 
environments are being segregated. 

No deviations noted. 
 

 

 

A.14 Aquisition, development and maintenance of systems 

A.14.1 Security requirements of information systems 

Control objective: To ensure that information security is an integrated part of information systems through the entire lifecycle. This also 
includes requirements of information systems, rendering services on public networks 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

14.1.1 Information security requirements 
analysis and specification 

The information security related 
requirements are being included in 
the requirements for new information 

systems or enhancements to existing 
information systems. 

We have inspected the procedure for 
software development. 
We have inspected documentation that 
the procedure has been reviewed and 
updated during the period. 
 

No deviations noted. 
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A.14.2 Security, development- and supporting processes 

Control objective: To ensure that information security is planned and implemented with the development life cycle 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

14.2.1 Secure development policy 

Rules for the development of software 
and systems 

have been established and applied to 
developments 

within the organisation. 

We have inspected rules for developing 
software and systems. 
We have, by sample test, inspected that 
the rules have been followed. 

No deviations noted. 
 

 

14.2.2 Change control procedures 

Changes to systems within the 
development lifecycle 

are being controlled using formal 
change control 
procedures. 

We have inspected that the procedure 
for change management 
contains the following requirements: 
• Test 
• Approval 
• System documentation 

We have, by sample test, inspected that 
implemented 

changes were performed according to 
the change management 
procedure. 

No deviations noted. 
 

 

14.2.3 Technical review of applications after 
operating system changes 

When operating platforms are changed 
business critical applications are 
reviewed and tested to ensure 

there is no adverse impact on 
organizational operations or security. 

We have, by sample test, inspected that 
changes have followed the procedure. 

No deviations noted. 
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14.2.5 Secure system engineering process 

Principles for engineering secure 
systems have been established, 
documented, maintained, and 

applied to any information system 
implementation efforts. 

We have inspected that the procedure 
for development of systems is 
established and documented. 
We have, by sample test, inspected that 
development of secure systems have 
followed the procedure. 

No deviations noted. 
 

 

 

14.2.6 Secure development environment 
There is established appropriately 
protect secure development 
environments for system development 
and integration efforts that cover the 
entire system development lifecycle. 

We have inspected documentation that 
the development environment 

is separated from production. 

No deviations noted.  
 

 

 

14.2.9 System acceptance testing 

Acceptance testing programs and 
related criteria have been established 
for new information systems 

upgrades and new versions. 

We have inspected that the procedure 
for software development 
contains sections about system 
acceptance testing. 
We have, by sample test, inspected that 
system test is an integrated 

part of system development. 

No deviations noted. 
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A.14.3 Test Data 

Control objective: To ensure the protection of data used for testing. 
No. Enreach Campaigns A/S’ control 

activity 

Test performed by Roesgaard Result of test 

14.3.1 Protection of test data 

Test data are being carefully selected, 
protected, managed, and controlled. 

We have inspected that test data is 
stored according to internal 
procedures. 
We have walked through the use of 
tools to secure test data mock and 
inspected a sample. 
We have inspected controls for ensuring 
that customer data are not stored 
locally. 

No deviations noted. 
 

 

 

A.15 Supplier relationships 

A.15.1 Information security in supplier relationships 

Control objective: To ensure protection of the organisation’s assets that are accessible by suppliers 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

15.1.1 Information security policy for supplier 
relationships 

Information security requirements for 
mitigating the risks associated with 
supplier’s access to the organisation’s 

assets have been agreed with the 

supplier and documented. 

We have inspected the supplier management 
procedure. 
We have inspected that the supplier policy 
requires that agreements entered into 

contain information security requirements. 

No deviations noted. 
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15.1.2 Addressing security within supplier 
agreements 

All relevant information security 
requirements are 

established and agreed with each 
supplier that may access process store 
communicate or provide IT 
infrastructure components for the 
company’s information. 

We have inspected that the evaluation of 
current supplier agreements has not raised 
issues regarding  information security 
requirements. 

No deviations noted. 
 

 

15.2 Supplier service delivery management 
Control objective: To maintain an agreed level of information security and service delivery in line with supplier agreements 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

15.2.1 Monitoring and review of third-party 
services 

Organisations are regularly monitoring 
review and audit supplier service 
delivery. 

We have inspected that the procedure for 
managing suppliers and supplier agreements 
contains requirements of yearly monitoring 
and review of services rendered, are according 
to the contract. 
 

We have inspected, that review and 
assessment of relevant audit reports on 
significant subservice organisations have 

been performed. 

No deviations noted. 
 

 

 

 

 

  

Pe
nn

eo
 d

ok
um

en
tn

øg
le

: K
U

44
M

-A
O

FT
N

-J
W

IIL
-Q

EN
TU

-2
78

E2
-D

W
1I

K



 

 

 

15.2.2 Manage changes to the third-party 
services 

Changes in supplier services, including 
maintenance and improvement of 
existing information security policies, 
procedures, and controls, are 
managed 

under consideration of how critical the 
business information, systems and 
processes involved are, and are used 
for revaluation of risks involved. 

We have enquired about changes of suppliers 
during the period. 

We have been informed that there have 

been no changes in the use of suppliers 

during the period. 
 

No deviations noted. 
 

 

A.16 Information security incident management 
A.16.1 Management of information security incidents and improvements 

Control objective: To ensure a consistent and effective approach to the management of information security incidents, including communication 
on security events and weaknesses 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

16.1.1 Responsibilities and procedures 

Management responsibilities and 
procedures are established to ensure a 
quick effective and orderly response to 
information security incidents. 

We have inspected the procedure for 
managing security incidents. 
We have inspected that the procedure has 
been reviewed and updated during the period. 

No deviations noted. 
 

 

16.1.2 Reporting information security events 

Information security events are being 
reported through appropriate 
management channels as 

quickly as possible. 

We have inspected guidelines for reporting 
information security incidents. 
We have inspected that information security 
incidents have been reported according to the 
procedure. 

No deviations noted. 
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16.1.3 Reporting security weaknesses 

Employees and contractors using the 
organisation’s information systems 
and services are required to note and 
report any observed or suspected 

information security weaknesses in 
systems or services. 

We have inspected guidelines for reporting 
information security weaknesses. 
We have inquired about the weaknesses 

or suspected weaknesses in information 
systems and services. 

No deviations noted. 
 

 

 

16.1.4 Assessment of and decision on 
information security events 

Information security events are 
assessed, and it is decided if they are 
to be classified as information security 
incidents. 

We have inspected the procedure for 
assessing information security incidents. 
 

We have inquired about breaches during the 
period. 

We have been informed that there have 

been no breaches during the period. 
 

No deviations noted. 
 

 

16.1.5 Response to information security 
incidents 

Information security incidents are 
responded to in accordance with the 
documented procedures. 

We have inspected the procedure for handling 
information security breaches. 
 

We have inquired about breaches during the 
period. 

We have been informed that there have 

been no breaches during the period. 
 

No deviations noted. 

16.1.6 Learning from information security 
incidents 

Knowledge gained from analysing and 
resolving information security 
incidents is used to reduce the 
likelihood or impact of future 
incidents. 

We have inspected the procedure for handling 
information security breaches. 
 

We have inquired about breaches during the 
period. 

We have been informed that there have 

been no breaches during the period. 
 

No deviations noted. 
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A.17 Information security aspects of business continuity management 
A.17.1 Information security continuity 

Control objective: Information security continuity should be embedded in the organisation’s business continuity management systems 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

17.1.1 Planning information security 
continuity 

Requirements for information security 
and the continuity of information 
security management in adverse 

situations e.g., during a crisis or 
disaster has been decided upon. 

We have inspected that the contingency plan 
includes relevant areas. 

No deviations noted. 
 

 

 

 

 

17.1.2 Implementing information security 
continuity 

Processes procedures and controls to 
ensure the required level of continuity 
for information security during an 
adverse situation are established, 
documented, implemented, and 
maintained. 

We have inspected documentation that the 
contingency plan is available to relevant 
employees. 
 

We have inquired about updating the 
contingency plan. 

No deviations noted. 
 

 

 

 

 

17.1.3 Verify review and evaluate information 
security continuity 

The established and implemented 
information security continuity 
controls are verified on a regular 

basis to ensure that they are valid and 
effective during adverse situations. 

We have inspected documentation that risk 
areas in the contingency plan have been 
tested during the period. 

No deviations noted. 
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A.17.2 Redundancies 

Control objective: To ensure availability of information processing facilities 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

17.2.1 Availability of information security 
processing facilities 

Information processing facilities have 
been implemented with redundancy 
sufficient to meet availability 

requirements. 

We have inspected the redundancy has been 
established to ensure availability in processing 
facilities. 

No deviations noted.  
 

 

 

A.18 Compliance 

A.18.2 Information security reviews 

Control objective: To ensure that information security is implemented and operated in accordance with the organisational policies and procedures 

No. Enreach Campaigns A/S’ control 
activity 

Test performed by Roesgaard Result of test 

18.2.1 Independent review of information 
security 

Processes and procedures for 
information security) (control 
objectives, controls, policies, 
processes, and procedures for 
information security) are reviewed 
independently at planned intervals or 

when significant changes occur. 

We have inspected documentation that 
independent review of the information 
security has been performed. 

No deviations noted. 
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18.2.2 Compliance with security policies and 
standards 

Managers are regularly reviewing the 
compliance of information processing 
and procedures within their area of 
responsibility with the appropriate 
security policies standards and any 
other security requirements. 

We have inspected documentation that 
controls have been performed during the 
period. 

No deviations noted. 
 

 

 

 

18.2.3 Technical compliance review 

Information systems are regularly 
being reviewed for compliance with 
the organisation’ information 

security policies and standards. 

We have inspected the procedure that states 
the acceptable level of security patching that 
must be obtained. 

No deviations noted 
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         AyssZ1z1UjvX/f6OZMTqoojlu1yjO2rgfAlo5dzPMyM=   gzss6Y2RJ27GA8xEIzvlteEO+oRVPRcnzxHCXPx1l9U= 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 AQAB  MIIG0TCCBIWgAwIBAgIVAMVPjLw2F+fRia7XmGSMu2NQ0+/KMEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIDBsMTMwMQYDVQQDDCpQZW5uZW8gUHJvZHVjdGlvbiBDQSBTaWduIFJvb3QgZzFyMjAyNTExMDYxEzARBgNVBAoMClBlbm5lbyBBL1MxEzARBgNVBAcMCkNvcGVuaGFnZW4xCzAJBgNVBAYTAkRLMB4XDTI2MDExMjEyNTExMFoXDTI2MDExMjEyNTYxMFowgcAxgb0wCwYEaYvNeQwDQ1ZSMBAGBGmLzXgMCDM3NTQzMTI4MBgGA1UEAwwRTWljaGFlbCBNb3J0ZW5zZW4wIwYEaYvNbgwbaHR0cHM6Ly9uZXRzZWlkYnJva2VyLmRrL29wMCwGBGmLzW8MJDU2Yzc4ZjBkLWQwMzAtNDFkYy1hN2ZlLWFkOTRiY2JhNWE4ODAvBgNVBAoMKFJvZXNnYWFyZCBHb2RrZW5kdCBSZXZpc2lvbnNha3RpZXNlbHNrYWIwggIiMA0GCSqGSIb3DQEBAQUAA4ICDwAwggIKAoICAQDKgEe0qw7s3JXhwFYSb3EF5G6vkLTHMpqzfi2ip/SNZhjrO0pk8JdfNs5r97XnaM2nHAcNg4AR+T3NDzXWLe4gkroyvJ9xb1VOAg6StHcziZyo5hfCzK6AzlOddG0INix91fd42VsK2HwAlo3oznQ9SDHfsMHP8mkPjXBNrlh53tgF5DmkFyRTrrNAEUAuzSaQ2U5sRP8oeNlUviUXFTvjfNmJw7X37aIqfXDesLAMm5oIn+bV+ep+27NCKV0yq8/HOodrV33NXreBCh7MUeuNkB8rEx6J/eAjoDA27JjQipPEIOgjPwd6ZDKXih7Ryjbh/eC91oipLz2hM5y9VUlqISgyCOHAT7PZMgrGs2S+f3DmPMRK7SRf47IBorahuxo7/1T9O4MbRWqxvjWShCivZNbRRccTf4c/J5/Y3kc/WyJCm0bOebJIo8gXv6VEvXCNanRiVO6POTdsQbUCt1YCUGDTuEEc7GFZO2gDgcnXV5nQE6BWue1fe+xb1blNwBCtOJ312gRFfbSunmLpHOzKLhDXnoLzXkf0NdfVxhmnCfxdLa7tT3iRqHt6wuxHRX6kBtpdEnz8Iqg39wburGDBdisTOolySecCY69y48iPboEG7x23WDhfG+CpsQ55dVitHXlWZItWw8VrZYqDJK0J0BizKrWHRRadhW1fatdvnwIDAQABo4GsMIGpMB0GA1UdDgQWBBQ5GGiaOFtMoCTWhrUasK7e1QA/hDAfBgNVHSMEGDAWgBRn+cBvzW9xm56mRUj+jnnbFOhDDDBJBggrBgEFBQcBAQQ9MDswOQYIKwYBBQUHMAGGLWh0dHBzOi8vYXBwLnBlbm5lby5jb20vb3BlbmlkLWNhL3YwL29jc3AvbGVhZjAMBgNVHRMBAf8EAjAAMA4GA1UdDwEB/wQEAwIGwDBBBgkqhkiG9w0BAQowNKAPMA0GCWCGSAFlAwQCAQUAoRwwGgYJKoZIhvcNAQEIMA0GCWCGSAFlAwQCAQUAogMCASADggIBAH/QLeufRG8DAspeI3K+/yD+VGeqB6PA3M6Ifdo2SeFKYbaCsdtyY7uKG1sTyavqXEi/UchDogUNfYKJ7Ifai72hs+GBPdTei9B6jemO7rZonkvEFsHIpe6qxXARnk9VLQp+j59hdCp8LyEJo+AbS0pb2FtV/RfC3p1oMKAeit4ClweFKgzdMSqYQ/Yhoi5aNvqwOl78zLRPnrxUZfEEV4ocUpeJ971KQOkg9djrhtt0MxBSaZkO4US0e5LgklQpM67i+iA+urHdSRjY9bjYZ1xkoD/kg27RggiPxkMvw6hdkiuBa6D/+lZ6MDeWodnCThUjWLEDujZCJYjyOuwT1HmeEQPh3zpWyL2kAfDYiNp1j92g4UVkV7InqPoV2eOc2RAnnRBH5bUDvHnwSpd8Ek0/fbBSt8wM7pegNvlLih452kspbRlM8Uq3Fn19QGtOfzzIFQN/hmtjpzJ66nRg3t4HTLeYbtft0RUzxSOJOUPhLwE/539ECujsbDvjw7+WjQsIFFXmeDglj3smQoDgjNmb3pWZtlywDd04vVJgjAH4uSznOK89Ju/smpSj1Oq7L884Hn5XWUDEpH2puASRPdT4PpphXDqkE+3F+QYNrDTUau1vHNVyANWSxhpqU4zde0dvwiBu1Gz/2IbqeR98qyjyeEg0OlGr0Csvp0/20Zbz  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     2026-01-12T12:51:12.938Z     MOJBpfDpl+O8ztjiK7Y1gOqy2mG3hMjXWs/swZ673J4=  CN=Penneo Production CA Sign Root g1r20251106, O=Penneo A/S, L=Copenhagen, C=DK 1126445200487998169511119308877555719315173666762     MIIO4woBAKCCDtwwgg7YBgkrBgEFBQcwAQEEgg7JMIIOxTCByKIWBBRn+cBvzW9xm56mRUj+jnnbFOhDDBgPMjAyNjAxMTIxMjUxMTNaMHgwdjBOMAkGBSsOAwIaBQAEFJp3JHQGzk048jApbYz+Bqe3iWYKBBRn+cBvzW9xm56mRUj+jnnbFOhDDAIVAMVPjLw2F+fRia7XmGSMu2NQ0+/KgAAYDzIwMjYwMTEyMTI1MTEzWqARGA8yMDI2MDExMjEyNTYxM1qhIzAhMB8GCSsGAQUFBzABAgQSBBDatNd782e9KITlKsfbb0TmMEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIAOCAgEAKJGAN+KP3CXggMkkYrda6FaKcSPZG7fme1XkZVT4lMvCVKmioWuf/+3yCRy/6aIXUD9ueDiAZT8r36QkJWVH56wt8YPBr+dNikS0cVu1cVy0ADBnGaFf2Udqz4oPiwoIQrGyLGiBoHD1EZRb1bRB1apDHd3pig7VCwGuKnH8IJwO0cucmVasKOX4+GUzy649Ng7uQKJYzxY1rTQ7XEzWd9pF/J06Bhr9LpWWYQgemeJaJLm0L+x1tnk9/JBQ4q362Mh3S0pPTLkQXIredqkEj00lpjI0Cbce9jpOwHZnkds3tJ/cUnu7pTO329ibHF+g1izG+LRzyOvCPKQ2We4iExP884bT2kebEULU687ELRvGuNnh0bw7nVbfUjIcu1mmxoaFFp4+zcTkLuJbbtvlwLAuJx7+UBj3rfLSxmhc+E1ocU2Xci5ebAXLd8xqh1pUR7GhZqCPVLgCPq2HN7mSZVgJUhnQsLfp9WQoT1K4RpP60pYX6+EdX0ihqYWXRtuZZAgb4qvyebJpa0AciEwGcZdTKWofkuhXW/FSrK8T9JqTU9ytHPXTI2hsgIIep/na9bFkO+pFncgc/QOZBVdtfsGc05HI3lR0vj6Tln31p/iuBF8YruRGU8xppCyrXk3V6vXbF+kuI72MTKmFiRVc18+C5lLtU4KVLxf0v8CiUIuggguuMIILqjCCBiUwggPZoAMCAQICFCldItJnqy0RQjZelLJbchOcvfD2MEEGCSqGSIb3DQEBCjA0oA8wDQYJYIZIAWUDBAIBBQChHDAaBgkqhkiG9w0BAQgwDQYJYIZIAWUDBAIBBQCiAwIBIDBjMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEFwUzEqMCgGA1UEAwwhUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxMB4XDTI1MTEwNTAwMDAwMFoXDTI3MTEwNjAwMDAwMFowbDEzMDEGA1UEAwwqUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxcjIwMjUxMTA2MRMwEQYDVQQKDApQZW5uZW8gQS9TMRMwEQYDVQQHDApDb3BlbmhhZ2VuMQswCQYDVQQGEwJESzCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAJ+lTrnoZtShktuG/hCeS7LzVUOWwUz8UYeL4s+MsiueX1D/7GeKc5aDA0Ht18mdlpLfEVM5M/LRHNMu0glm3GP053HNQduSTMbB2Y9wsS2rnngVbreIgBMzDYvVSxn2Ezg10QK/BO79AOG39A0IAWbCa2sosvO4CO0WC0LjAhkUpVbeTKJUBsCm/2Ykvg9fxqcHZMRJjj/7M67qv73TplHAIkd//juQcnmHwHT+JrBlNyEwrDOp9lQhFPHb2ieodQRoBdVWi1fNtCCEKcsbPa6yZMEfSzFcnqTUUHXxMHEKwkJS+B2cIK1TrGXopCx3LwUUvkPRq9iD2OkFnMfS9Hw83NScqy/t9r79n3HEYEisC2h7pz/zWFmeKI2nJCcVWUqorfVdISexJxAszkqZ7DsZ/VRO+MCgo9VpI3zfRjBGTX4padENbcrDWwaHTws6IPbH6S1qOWmst6YlzlbvPDuSPqYOuXhShzu0upMdS1lD4f8atdFOIbgalrzue3toYcVn1kC0ADSJrU2SataBoZWHNmmlodlVh87vHxQYKjDfXKOUhT9/zeQvJL4mFkQOusAQ3uzc2rRbleX9JsixrB7Xc5PPZdTmtNrHbSjNetMP/VpXLhIc0Pc8GQMxMxogKqZYg9KIeQNRVr7Fi1dn80eWT+58PWZrXf3J83yzE6cbAgMBAAGjYDBeMB0GA1UdDgQWBBRn+cBvzW9xm56mRUj+jnnbFOhDDDAfBgNVHSMEGDAWgBQYoUFp+ObGV3lG0X1ZXqit2EkuQDAPBgNVHRMECDAGAQH/AgEAMAsGA1UdDwQEAwIBBjBBBgkqhkiG9w0BAQowNKAPMA0GCWCGSAFlAwQCAQUAoRwwGgYJKoZIhvcNAQEIMA0GCWCGSAFlAwQCAQUAogMCASADggIBAIg+/iUsKieje4/RpCPPVSW7Q01dZZnj0z+QB/XPEDG/9XcEO+wMQe5UuJLm6nBOw81FRU6TQV/m2WoiWLTl9pTFYgjSYeYI5x+gVYQBIe7FjP+xYbM6HbrDNDJ/1aar9ZQTfAW0D6AsL4XBdxr70FdbdZqf6g5jPE3IxfWJC/ZkR++u5wldOrzHsWVInnfcjp6zYwx6AnTe8g8IvU7lGDXFmSK9WTmaxhJsw0hHieNaqN/VhPDYYniNffeKJonqxbn3UYv5XIiej0JwTMI1tG5UU/ES3Vb1aUUKIVpkOySL3X67DBEOgFhkl3xdYQ48NG8dl5NAc0JLqFlmpBXY3dcOtdv6SBJT+6YDhBYQSSaf8/6fb+PxmSMU26Wo9PSi0OYLyGkYiV3hlxOhhwulA9UgYBEpx9Sjc12Mg4TzdaYIxOge30kQc+yyFFPbUP/wA7rvVS8m8MNi/ONjpIVH4pRrFbJIqthb8ZbCN94/R0+jnnDTfkp4KmpPppXn6o/hgkOrQPX+1z4ysfcfPaClhCw9Q/7zSetNs3XehVZkRXWW50ZrmzGXmhWzZSIqspQLBsy9usRchIHaMfV/jN3iwTthYKcgkixDDfRXHEkUaiQCbYSGuxq9vNLreOCUMDkNF7ddmyIrhFgUOY6U6lIBd2P+2TamV+XwWBD8D0hqIAU5MIIFfTCCA2WgAwIBAgIBADANBgkqhkiG9w0BAQsFADBjMQswCQYDVQQGEwJESzETMBEGA1UEBwwKQ29wZW5oYWdlbjETMBEGA1UECgwKUGVubmVvIEFwUzEqMCgGA1UEAwwhUGVubmVvIFByb2R1Y3Rpb24gQ0EgU2lnbiBSb290IGcxMB4XDTIyMDUyMzEwMjEwMloXDTMyMDUyMDEwMjEwMlowYzELMAkGA1UEBhMCREsxEzARBgNVBAcMCkNvcGVuaGFnZW4xEzARBgNVBAoMClBlbm5lbyBBcFMxKjAoBgNVBAMMIVBlbm5lbyBQcm9kdWN0aW9uIENBIFNpZ24gUm9vdCBnMTCCAiIwDQYJKoZIhvcNAQEBBQADggIPADCCAgoCggIBAKTQ1ryQGbiSUlwoiJRfN5r9e3n4aXSnQw4IXha36buKLl+Tg8iCDoUXLY5+WC8jhzaXx7C7G/7bweuKoI9XMe8IfXtQILr8YtT2D2zW/Frrl91XYVfkaishcE3aCLgRo8ZPC8rKNZ5Rb886jE62CENWP6RqA3XIspO3sq6aEjKeScBq0u3T6BYoc3xZrXWAErk5NyHL82/9QQv0Dh9WM0RcME5Y24QQxvNiQP5csk7OCXV+snvpyqIN9me/PITavwPJ/LvJGYan6fENgWj3GQ/cQyzVJ7enpjnSoavQIkXkj/TSSlRqT1Iu7JrL/k0hREFlExJRJnTEZTsa38Gy9qbgwI0GeUh7uE88249aFhBvvsSHNv+AyF44tXqvDUOFzwEux5LGLrufPUaiyxma5zT5GtODwxeAZzKPrcmw4zBlpNLT1MtAxDPJbDUVRjK02a2bbh0M9r5PyQh+EOlZN85lL0qEX28zeeVM5IkoaYHu+QYSIWod+UcY8WDsIq79rFKKQnjDtfMZrVdZeqMPUbPXR6Eaqdl7qmy7E4VS6Iyx+gBhYbPtHtNzl4dJdkgnCC7gPQUVrRKk8ILr/JqwapalQZVv23fkCFVSz2oY5a3RxFxYEiAt+3y+yDGzkiRWqXbu897fVc/ymUj7+asHMwgC0V3hDP+67RJ8OhTFCYTXAgMBAAGjPDA6MB0GA1UdDgQWBBQYoUFp+ObGV3lG0X1ZXqit2EkuQDAMBgNVHRMEBTADAQH/MAsGA1UdDwQEAwIBBjANBgkqhkiG9w0BAQsFAAOCAgEAEFwqCXBVKBEtvQP3qArEI268jdVA6ZROb2s6zomxM3Laja0QuJZzbCLUf5kNDnKABUzaqTDda3fqvAdAmM5ONwc1bw4LasdY2ZpspzsvKHb3q/PNIQhiSGKvHZXxpqhjgNuiKn+LziKUaNmGqRC5XyHBxfMfljUH5cOFaFbwxEzlsTtkqnnkmb/Y/6IrqMWh561JViKZ1tbsIn1XHqyBA1eJ9p6Pp/d+dQq0Bbm1FV7OOmQPV/yZUHZopCa4aZQHT3yNTeE2VBAnz8aU4SjU789qhmgvi23zLWu5KiSN2FBZJkniuQWj6RXkt/oyKUIHP7hxdGCo9ChtFaTtz43jA0UNJn3wNnRXRkoI2b/sNcuWu9X+DKl7SmDEt5w9+eJEjB30XLkHZG2vqs1JKadt1B5j+0cPHH4YxW5ry5PI3VJhUlakcteFxtFuzlma0PiMy0vikl8ZsxAAPBplNf5WT7s8x+3qAJ52I86DxYq0wMNkXNMmA5kquOS9AMhxJ6nz8b39nn963s0zHf7fJPMIcuapuRzc+l71n0tLn7L9MZpTjUDi8XvFQFhn6UPzmmDzgt5IAi8R9JWU3rOo2DtWbqxr99uSXr/IATVGUdu73mD6J82ONXHvY0qbF0yGp+c+9+TTURYU4ghv3OeNZ0R1V6c5t3sdnWI+fXrBvewfg0g=   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


 
             
                 
             
             ENreach Campaigns AS - Ledelseserklæring
             36V86-S1TYA-WE5EA-D31LD-V4A11-TGPWF
             SHA-256
             89e23654973032fffdeee137700c07bf6e8c2c8166157b03b3d2421c8bba3b5f
             
                                     
                                                                             direktør
                                            
                            
        
             
             Enreach Flows 3000 GDPR 2025
             1DZOK-B65TI-UVHZS-E7PM6-CA0IN-KLKBV
             SHA-256
             7191fb4a52effac15778fe1135cdebfdd928c5d8428909e98be2b8fbba3933f5
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             Enreach Outbound 3000 GDPR 2025
             IXNZP-0ESUV-TFWFI-DV33S-BDYJI-27IMP
             SHA-256
             5d503fb74a3a8513efef2d021ebbe52b1107d1532857e891a1106e1d3c52ca32
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             Enreach Flows ISAE 3402 2025
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             467f0b7e8ccedef3fac00b664667dd5175c2caa04eb137cab9a218f788c42b24
             
                                     
                                                                             direktør
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                    Underskrift og Accept
                
                 
                     
                        Med min underskrift accepterer jeg indholdet i følgende dokumenter, identificeret ved deres dokumentnøgler og kryptografiske hashværdier. Endvidere accepterer jeg slutbrugerlicensaftalen (EULA) for brugen af Penneo Sign: 
                         https://penneo.com/eula.
                    
                     
                        Penneo er en kvalificeret tillidstjenesteudbyder
                    
                     
                        Penneo tilføjer kvalificerede elektroniske segl med kvalificerede elektroniske tidsstempler til alle underskrevne dokumenter som bevis for deres integritet. For dokumentation af certifikater, politikker og praksiserklæringer, se 
                         https://eutl.penneo.com/.
                    
                
                 
                     Dokumenter der underskrives
                     
                         
                             
                                 
                                     
                                
                                 
                                    Jeg underskriver dokumentet " "                                

                                 
                                                                                                             -  
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                                            som  
                                

                                 
                                     
                                        Dokumentnøgle:  
                                    
                                     
                                        Dokumentets kryptografiske   hash-værdi:  
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